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Joint Call for Infodemiology Papers, supported by WHO

Agenda

9:00 Welcome — Tara Kirk Sell, Johns
Hopkins University

9:05 Introduction — Tina Purnat,
WHO

9 ¢ 10 J O u rn a I P rOfI | es We are pleased to announce a coordinated call for papers on infodemiology and

the burden of misinformation during large-scale health events with a focus on
9 : 40 Q&A describing, analyzing, and developing solutions to this growing global issue.

Coordinated by the WHO, this effort includes the participation of the following
journals:

* 9:55 Closing remarks — Elisabeth e —
WI | h e I m’ U S C DC * The International Journal of Intelligence, Security, and Public Affairs

* Health Security

* Revista Panamericana de Salud Pablica / Pan American Journal of Public
Health (RPSP/PAJPH)

* Eastern Mediterranean Health Journal (EMHJ)

* Event is being recorded Please join us on August 18 at 9:00 AM EST / 3:00 PM Geneva time

to meet the editors and learn more about this effort to advance the field.

Zoom: https://rb.gy/ywcuno Passcode: Infodemic



Big Data & Society

“Infodemic @ Scale” seeks to - BD&S is a peer-reviewed SAGE
. L journal with the SSCI Impact Factor of
provide a space for original research : ) o
. 4577 that publishes interdisciplinary
articles (up to 10k words) and : L e
. . work in the social sciences, humanities
commentaries (up to 3K words) in the . . )
) ) ) and computing and their intersections
area of infodemiology, big data, and

. v, . with the arts and natural sciences
CtOC;(ID-reIated dis/misinformation about the implications of Big Data for
studies.

societies.

How to submit:
» Submit your abstract by September 8 at hitps://bit.ly/bds-infodemic

* Full papers are not required at this stage.

 We expect to have a decision on whether the special theme proposal is
selected by the end of October 2020.

« All accepted special theme content will be waived Article Processing
Charges and will be published open access.

Impact Factor

Journal Indexing & Metrics »

Guest editors:

Anatoliy Gruzd - Canada Research Chair
and Associate Professor at Ryerson
University and Director of Research at the
Social Media Lab

Manlio De Domenico - Head of the Complex
Multilayer Networks (CoMuNe) Research
Unit at the Center for Information Technology
of Fondazione Bruno Kessler.

Pier Luigi Sacco - Professor of Cultural
Economics, IULM University Milan; Co-
Director of the Computational Human
Behavior (CHuB) Lab of Bruno Kessler
Foundation, Trento, and Senior Researcher,
metalLAB (at) Harvard.

Sylvie Briand - Director of Infectious Hazards
Management Department at WHO.

Contact email: gruzd@ryerson.ca




Health Security

Special Issue Editors: Editor-in-Chief:
Tara Kirk Sell, PhD Thomas V. Inglesby, MD
Divya Hosangadi, MSPH Managing Editor:
Marc Trotochaud, MSPH Kathi Fox

BN JOHNS HOPKINS ‘ Center for

wy BLOOMBERG SCHOOL Health Security
of PUBLIC HEALTH



Health Security — Background

* Bi-monthly peer-reviewed Hea]th |
18 years of publication

« Read in 170 countries
 Authors from 28 countries

 Key resource for:

e Practitioners in scientific,
military, and health
organizations

« Policymakers
 Scientific experts
« Government officials

JOHNS HOPKINS CENTER FOR HEALTH SECURITY



Health Security - What We Publish

* Provides research and policy discussions on a wide range of topic areas
* Disease outbreaks and epidemics
* Natural disasters
 Biological, chemical, and nuclear accidents or deliberate threats;
« Foodborne outbreaks
» Other health emergencies.
 Previously published a related special feature -

Communication and Health Security: Improving Public Health Communication in
Response to Large-Scale Health Threats in 2018

 This year, we have published one supplement with the CDC (“What works?
Lessons learned in global health security implementation”) and sFemaI features
on risk assessment, the bioeconomy, and the New York City Health+ Hospitals
experiences with COVID-19.

« We are in the early stages of planning another special issue with the CDC.

JOHNS HOPKINS CENTER FOR HEALTH SECURITY 5



Health Security — Growth

* Rapid review — average time to decision on original manuscript
Is 24 days (more efficient with the provision of suggested
reviewers to supplement editors’ efforts)

 As of this coming issue,
« 44 peer-reviewed articles published so far this year
« 21 commentaries and editorials published and 7 more online so far this
year
« 130 manuscripts received to date this year — up from 97 on this
date last year

* Nearly 87,000 full-text downloads in 2019 (Full-text downloads
up 43% over 2018)

JOHNS HOPKINS CENTER FOR HEALTH SECURITY (5



THANK YOU!

Contact Information
Tara Kirk Sell tksell@jhu.edu
Divya Hosangadi dhosang1@jhu.edu
Marc Trotochaud mtrotoc1@jhu.edu

JOHNS HOPKINS CENTER FOR HEALTH SECURITY
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The Journal at a glance

 Free for authors and readers
 Open access

e Peer-reviewed

* |ndexed in PubMed/MEDLINE, PubMed
Central, SciELO, Web of Science, Scopus,
Google Scholar, DOAJ, Lilacs, PAHO/\WHO
Institutional Repository, EMBASE

« |mpact factor 0.70



Accepted article types

* Original research

« Systematic review
« Special report

» Brief communication

Languages
* English, Spanish or Portuguese

Deadline
e Qctober 15, 2020



Please visit: www.paho.org/journal

PAN AMERICAN
JOURNAL OF HOME ABOUT v SPECIAL ISSUES REVIEWERS v CONTACT Q

PUBLIC HEALTH

News Selected manuscripts on international health days
i 1,2 covip-19 guidance and ongoing research in the s, World Breastfeeding Week

y ‘ Americas v \ August1-7

iy 2N
* 4 Information on COVID-19 for authors and readers ' ) World's Indigenous People Day
| August 9

: et Special issue on Antimicrobial Resistance: r World Suicide Prevention Day
e .'_ current status » September 10
—‘_—“
T W Free online course on scientific communication MM ¥ caribbean Wellness Week

! y ‘,-'»-‘:“ s September 14
b | -

¥ ﬁ 2 Editor's choice other international health days
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The International Journal of . A

Intelligence,
Security, £
The International Journal of and Public Affairs ',

Intelligence, Security, | .«
and Public Affairs i il

[ Routledge

Dr. Rubén Arcos, Deputy Editor

University Rey Juan Carlos



International Journal of Intelligence, Security,
and Public Affairs

* Print ISSN: 2380-0992 | Online ISSN: 2380-100X F—
* The journal declared main goal is to investigate and ;

study intelligence for decision making in a broad L The temationalJoura o

sense. Intelligence,

« Intelligence aims to inform and facilitate security Security, .
related decision-making by reducing the { and Public Affairs
uncertainty of policy-makers about the goals, 1
intentions, capabilities and actions of intelligence
targets, such as state-based threats, terrorist
Froups or serious and organized crime, and the

ikely consequences and implications of political,
economic, social, military, technological, and
environmental developments (Arcos 2018).

SRV Aqnd|

* 3issues per year (Budgeted publication months:
April, August, December). Final manuscripts due
dates (to production department): 30 Jan; 2 Jun;
25 Sep 2020.

* Articles publish online first while they await
assighment to an issue.

910z L4squiny ‘gL aunjgy
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561 Taylor« Francis Online

Journal

Website: www.tandfonline.com/USIP

The International Journal of Intelligence, Security, and
Public Affairs >

|Suhrriltinarﬂ":le Journal homepage MRSS Subscribe ‘

& Currentissue == Browse list of issues

This journal

> Aims and scope

2 Instructions for
authors

> Journal information
> Editorial board

> Editorial policies

Aims and scope

Nowadays, intelligence is a key element to prevent threats against the security and the interests of states and
citizens all over the world, and an essential function to guarantee the survival and success of companies in a global
world.

The International Journal of Intelligence, Security, and Public Affairs (formerly known as Inteligencia y
Seguridad: Revista de Andlisis y Prospectiva), founded in 2006, began as the first Spanish scientific journal
dedicated to the study of intelligence. [t has since then joined Taylor & Francis’ robust stable of intelligence
journals and began publishing exclusively in English in 2016. The journal is characterized by a clear international
vocation and perspective. It aims to disseminate original academic and professional articles on matters related to
intelligence applied to security, defense, business and the financial-economic environment.

The journal's main goal is to investigate and study intelligence for decision making in a broad sense. It is a meeting
point for professionals and academics where they tackle rigorously a wide range of subjects in this field, including
issues related to the practice of intelligence in democratic societies.

Peer Review Policy:

All research articles in this journal have undergone rigorous double-blind peer review, based on initial editor
screening and anonymous double-blind review by content experts who are selected based on the article’s subject
matter.

Login | Register

Latest two full volumes
FREE to you for 14 days

Grow Your Audience
Increase your impact

Choose Open ©

You do the research
We format the text

Format-free submission
on selected journals.

Read more @

™ Cart

This Journal v B



Submissions: https://www.editorialmanager.com/ijispa

<> m @ editorialmanager.com (6] (4] ] (o]
The International Journal of Intelligence, Security, and Public Affairs Aims & Scope Editorial Manager® +

Routledge The International Journal of Infelligence, ™ ditorial
aylor & Francis Group Security, and Public Affairs anager

HOME * LOGIN  HELP * REGISTER ¢ UPDATE MY INFORMATION ¢ JOURNAL OVERVIEW Not logged in.
MAIN MENU « CONTACTUS « SUBMIT A MANUSCRIPT  INSTRUCTIONS FOR AUTHORS e PRIVACY

Welcome to Editorial Manager ® for
The International Journal of Intelligence, Security, and Public Affairs

Insert Special Character
Please Enter the Following

Username:

Password:

Author Login |  Reviewer Login |  Editor Login | | Publisher Login |

OrLoginvia: (|°! What is ORCID?

=
Send Login Details  Register Now Login Help ? Manuscript Services

The International Journal of Intelligence, Security, and Public
Affairs

Please ensure you have read the Instructions for Authors before submitting
your paper.

Software Copyright @ 2020 Aries Systems Corporation.
Aries Privacy Policy | Publisher's Data Use Privacy Policy

Instructions Instructions About Contact

for Authors for Reviewers the Journal Editorial Office
First-time users: Please click on the word "Register" in the navigation bar at the top of the page and enter the requested information. Upon successful
registration, you will be sent an e-mail with instructions to verify your registration. NOTE: If you received an e-mail from us with an assigned user ID and
password, DO NOT REGISTER AGAIN. Simply use that information to login. Usernames and passwords may be changed after registration (see instructions
below).

Repeat users: Please click the "Login" button from the menu above and proceed as appropriate.

Authors: Please click the "Login" button from the menu above and login to the system as "Author." You may then submit your manuscript and track its progress
through the system.

Reviewers: Please click the "Login" button from the menu above and login to the system as "Reviewer." You may then view and/or download manuscripts
assigned to you for review or submit your comments to the editor and the authors.

To change your username and/or password: Once you are registered, you may change your contact information, username and/or password at any time.



Indexed in Scopus

Source details ek
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International Journal of Intelligence, Security, and Public Affairs 11 o
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Example of a research article published open access

Sy
i Pablc A

R Routledge
The International Journal of Intelligence, Security, and
Public Affairs

Governance of cyber warfare in the Netherlands:
an exploratory investigation

Alexander Claver

Ta cite this article: Alexander Claver (2018) Govemance of cyber warfare in the Nethertands
an exploratory investigation, The Intemational Journal of Intelligence, Security. and Public Affairs,
20:2, 155-180. DOI: 10.1080/23800992 2018.1484235

To link to this article: httpz:/idoi.orz/10.1080/23800992. 2018.1484235

a Published with licanse by Taylor & Francis
Group, LLC & 2018 Alexander Clav.

ﬁ Published online: 25 Jul 2018.
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h View related articles
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Governance of cyber warfare in the Netherlands: an
exploratory investigation
Alexander Claver

Leiden Univessity/Detft Universty af Technalagy, Cyber Security Academy, The Hague, The
Hemerinds

aBsTRACT ARTICLE HiSTORY
This paper addresses the govemnance of cyber warfare capabil-  feceied 15 October 2017

h Govemance; cyber warkre;

views, and & partial SWOT analysis The erature ®VEw PR e bededands, capablites;

vides first insight into existing definitions and pexeptions of  sikeholders
international and Dutch cone:

recondiling differing

point 1o he need for collsboration snd unified coordination of
govemance efforts within the Netherlands. However, govem-
ance of national cyber warlare capabilities requires more than
2 mncened nationsl effort alone. Sensitivity to the interna-
tionsl environment is indispensable given the complexity of
cyber warlare govemance.

Introduction

In July 2016, the NATO Warsaw summit recognized cyberspace as the fifth
domain of warfare, next to the land, sea, air, and space domain (Warsaw
Summit Communiqué, 2016)." In September 2014, at the previous NATO
summit in Wales, agreement had already been reached to consider cyber
defense part and parcel of NATO's core task of collective defense (Wales
Summit Dedaration, 2014} NATO cyber defense exercises—dubbed
‘Locked Shields—have been hdd annually since 2010. Even ealier, in
2008, the Cooperative Cyber Defence Centre of Excelence was established

CONTACT.
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International Journal of Intelligence, Security,
and Public Affairs

* In the context of the Joint Call for Papers, the International
Journal of Intelligence, Security, and Public Affairs is

IssN: 2380-0992

particularly interested in receiving submissions dealing (but ;
not limited) to the following topics: | e intemations Journal o
Intelligence,
0 Public Health Intelligence Security,
0 |Intelligence for early warning, situational awareness on 3 i i
infodemics, and infodemics management . and Public Affairs
0 Intelligence and strategic communications %
E

0 Disinformation activities and propaganda from state and non-
state actors

0 COVID-19 disinformation narratives and propaganda

0 Regional and country case studies on
misinformation/disinformation

0 Assessment and evaluative research on infodemics
0 Societal resilience to infodemics and disinformation

0 Education and training on public health intelligence and
infodemics management

910z L4squiny ‘gL aunjgy

E{ Routledge

Teplor & Francis Group




International Journal of Intelligence, Security,
and Public Affairs

D] somam
.\\. ';_:_
+a. i The International Journal of Oy
Website: www.tandfonline.com/USIP hieioence,

Security, |
and Public Affairs '
Submissions: https://www.editorialmanager.com/ijispa

Twitter: https://twitter.com/Journal [JISPA




International Journal of Intelligence, Security,
and Public Affairs

We look forward to receiving your article proposals

Please, reach out to ruben.arcos@urjc.es for additional information and questions.

THANKS SO MUCH



